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ABSTRACT 
Any time shopping machine is nothing but a small shopping centre which contains lots of stuffs like coal drinks bottle cans etc. In this project we are accessing a wending machine by our finger  biometric. In  this there is no need of sales person.
In this we have to resister ourselves only at once then we can shop whenever, wherever we want ,at the branches of same shop. For that we just have to create an account and a pay a deposit to the any of the branch. With the help of managers finger print we can resister our finger print in machine and credit our account. then what we want to buy is just a fingertip away.

For that we have to scan our finger, then it shows the identity of ours ,then we have lots of option for shopping, then after shopping the payment of the goods are deviated from our account and without paying cash to anybody we can buy our daily need goods.

The fingertip pattern of an  individual is unique to that person. This is the central premise of fingerprint based authentication systems used for identifying individuals. In practice ,however, various sources of variability can found this uniqueness information and cause errorless decisions to be made .A central probe in fingerprint analysis, therefore ,is to determine the amount of information in a finger print and assess the extent of uniqueness. This problems can be addressed by eliciting statistical models that adequately capture the different sources of variability. 

Biometrics are automated methods of recognizing a person based on a psychological or behavioral characteristics. Among the features measured are, face, fingerprint, handgeometry, iris, retinal, vein and voice. Biometric technology becoming the foundation of an extensive array of highly secure identification and personal verification solution. As the level of security breaches and transaction fraud increases ,the need for highly secure identification and personal verification  technologies is becoming apparent. 
