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Abstract- Digital watermarking is becoming 

increasingly important in a large number of 

applications such as copyright protection, content 

authentication, and document annotation. 

Reversible image watermarking, a kind of digital 

watermarking, is favored in fields sensitive to 

image quality like military and medical imaging. 

This paper studies the problem of achieving 

reversible visible image watermarking. I propose 

a lossless visible watermarking scheme that 

adaptively varies the watermark strength to be 

embedded in different areas of the host image, 

depending on the underlying image content and 

human visual system characteristics  

Keywords-Digital watermarking, semi fragile, 

reversible visible, recovery packet.  
 

I. INTRODUCTION 

 

Owing to the popularity of the Internet and the rapid 

growth of multimedia technology, users have more 

and more chances to use multimedia data. 

Consequently, the protection of the intellectual 

property rights of digital media has become an urgent 

issue.  

VISIBLE WATERMARKING is the study of 

techniques that insert copyright information 

perceptibly into the contents of cover digital 

multimedia so as to identify the ownership in a 

displayable manner and to prevent the viewers from 

making unauthorized use. In most conventional 

visible watermarking schemes [1]–[2], a visible 

watermark is usually designed to be irremovable in 

order to effectively resist unintended editing and 

malicious attacks [3]–[4]. However, in some potential 

applications, a visible watermark is required to be 

removable.  

Removable visible watermarking can be classified 

into the following two categories: irreversible and 

reversible. We basically describe the reversible 

visible watermarking.  

In the past, various reversible schemes have been 

developed using the techniques, these methods are 

applicable only to invisible watermarking.  

The necessity for invertible visible watermarking is 

apparent. But unfortunately, this type of 

watermarking techniques has not been sufficiently 

investigated up to now. 

 

 

 

Fig1 : Working Diagram of watermarking  

In the literature, to the best of our 

knowledge, there are only three works concentrating 

on distortion-free visible watermarking [6] – [8]. Hu 

et al. [6] first proposed a reversible visible 

watermarking scheme by modifying one significant 

bit plane of the pixels of the host image. They 

achieved reversibility via losslessly hiding the 

compressed version of the altered bit plane into the 

non-watermarked image region. However, the 

embedded visible watermark with this method 

appears to be somewhat blurred, and the visual 

quality of the original image is significantly distorted. 

Yip et al. [7] presented two lossless visible 

watermarking methods based on pixel value 

matching and pixel position shift, respectively. Tsai 

et al. [8] mapped the pixel values of the host image 

underlying the watermark into a small range for 
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showing the watermark and then reversibly inserted a 

reconstruction packet into the watermarked image for 

perfect restoration.  

By seeing the merit of [7] and [8], they need the 

original watermark for original image recovery, 

making them unsuitable for most applications in 

which the original watermark is unavailable at the 

recovery stage. Moreover, all the existing three 

methods do not consider human visual system (HVS) 

characteristics in the visible watermark embedding 

process. As a result, they are less visually satisfactory 

and more intrusive.  

To addressing the issues of the aforementioned 

methods and maintaining applicability, we propose a 

lossless visible watermarking scheme that adaptively 

varies the watermark strength to be embedded in 

different areas of the host image, depending on the 

underlying image content and HVS characteristics. 

For reversibility, a recovery packet is embedded into 

the image itself. We develop a simple pixel 

prediction technique, and also exploit data 

compression, in order to alleviate the packet 

overhead and to improve embedding capacity. In 

addition, the proposed method adopts a unique 

encoding scheme for the recovery packet. This 

ensures that the original watermark pattern is not 

necessarily required when recovering the original 

host image.  

We also provides the techniques for obtaining 

reconstruction data packet of reduced size and the 

possibility of devising a general metric for evaluating 

the visibility of visible watermark.  

 

II. WATERMARK EMBEDDING & DATA 

HIDING 

 

A. Visible Watermark Embedding  

In this process a secondary image (the watermark in 

different regions) is inserted into a primary (host) 

image so that the watermark is visible to the human 

eye. 

 
Fig2 : Working flow chart of watermark  

III.  ALGORITHM FOR REVERSIBLE 

VISIBLE WATERMARKING 

1. INITIALIZE IMAGE AS ORIGINAL IMAGE. 

2. GET THE HEIGHT AND WIDTH OF 

ORIGINAL IMAGE AND DENOTE IT AS 

ORIGINALIMAGE.HEIGHT AND 

ORIGINALIMAGE.WIDTH 

3. INITIALIZE WATERMARK SYMBOL AS 

WATSYM. 

4. GET THE HEIGHT AND WIDTH OF 

WATSYM, AND DENOTE IT AS 

WATSYM.HEIGHT AND WATSYM.WIDTH 

5. INITIALIZE PASSWORD AS PASS. 

6. INITIALIZE THE LOCATION POINTS WHERE 

WE WANT TO INSERT WATERMARK AND 

DENOTE THEM AS X, Y 

7. NOW CONVERT WATSYM.HEIGHT AND 

WATSYM.WIDTH TO THEIR ASCII VALUES 

AND FIND THE LENGTH OF THEM AND 

DENOTE THEM AS 

WATSYM.HEIGHT.LENGTH AND 

WATSYM.WIDTH.LENGTH. SAME FOR X 

& Y COORDINATE AND DENOTE THEM AS 

X.LENGTH & Y.LENGTH 

8. NOW FINALLY CONVERT THE PASSWORD 

INTO THEIR ASCII VALUES AND GET THE 



                                                                                               KDK College of Engineering, Nagpur 

 
 

 

SPARK’15- XI 
th

 National Conference on Engineering Technology Trends in Engineering 

 

LENGTH OF IT AND DENOTE THEM AS 

PASS.LENGTH 

9. NOW FIND THE LINES REQUIRE TO STORE 

ALL THE INFORMATION RELATED TO 

PASSWORD SECURITY AND RECOVERY 

PACKET BY USING GIVEN FORMULA: 

INT LENGTH  = 3+ PASS.LENGTH+5+ 

WATSYM.WIDTH.LENGTH + 5 + 

WATSYM.HEIGHT.LENGTH + 5 + 

WATSYM.WIDTH * WATSYM.HEIGHT + 5 + 

X.LENGTH + 5 + Y.LENGTH + 5.   

IF(LENGTH  % ORIGINALIMAGE.HEIGHT>0) 

THEN 

 ADDLINES 

=LENGTH/ORIGINALIMAGE.HEIGHT + 1; 

 ELSE 

 ADDLINES 

=LENGTH/ORIGINALIMAGE.HEIGHT; 

10. ONCE WE GET THE ADDLINES WE CREATE 

A NEW BLANK IMAGE USING THE NEW 

PARAMETERS WHICH IS GIVEN BELOW 

BMPNEW=NEW BITMAP 

(PICCONTAINER.WIDTH+ADDLINES, 

PICCONTAINER.HEIGHT); 

11. NOW WE CREATE EVERY PIXELS USING 

ONE GRAMMAR AS GIVEN BELOW WHICH 

IS BASICALLY DESIGNED FOR TO STOP 

HACKING ON AN IMAGE. 

 

IV. PASSWORD SECURING ALGORITHM 

1. START  

2.INPUT PASSWORD 

3.INITIALIZE  

INT[]PASSARRAY  = NEW INT 

[PASSWORD.LENGTH]; 

4.INT I=0; 

5.IF (I<PASSWORD.LENGTH) THEN GO TO STEP 6 

ELSE GO TO STEP 9 

6.PASSARRAY[I]CONVERT.TOINT32(PASSWORD[I]

); 

7.I++ 

8.JUMP TO STEP 5 

9.STOP  

 

FIG. PASSWORD ENCRYPTION FLOWCHART 

DIAGRAM 

 

 

V.  LOG GRAMMAR IS GIVEN BELOW 

 

A. FIRST THREE PIXELS FOR TO STORE SOME 

INFORMATION FOR  CHECKING 

WHETHER THE IMAGE IS WATERMARKED OR NOT. 
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PIXEL (0,0)=(255,255,255) 

PIXEL (0,1)=(0,0,0) 

PIXEL (0,0)=(255,255,255) 

B.NOW ADD PASSWORD INTO THE PIXELS AS 

PIXEL (X,Y)=(PASSWORD,0,0) 

C. NOW ADD FIVE BLANK PIXELS FOR CLOSING 

SIGN OF PASSWORD AS PIXEL (X,Y)=(0,0,0) 

D. NOW ADD WATSYM.WIDTH INTO THE PIXELS 

AS 

PIXEL (X,Y)=( WIDTH,0,0) 

E. NOW ADD FIVE BLANK PIXELS FOR CLOSING 

SIGN OF WIDTH AS 

PIXEL (X,Y)=(0,0,0) 

F. NOW ADD WATSYM.HEIGHT INTO THE PIXELS 

AS 

PIXEL (X,Y)=( HEIGHT,0,0) 

G. NOW ADD FIVE BLANK PIXELS FOR CLOSING 

SIGN OF HEIGHT AS 

PIXEL (X,Y)=(0,0,0) 

H.NOW ADD RECOVERY PACKET PIXELS AS IT IS, 

PIXELS AS PIXEL (X,Y) =RECPIXEL(I,J) I. NOW 

ADD FIVE BLANK PIXELS FOR CLOSING SIGN OF 

HEIGHT AS 

PIXEL (X,Y)=(0,0,0) 

FINALLY ADD THE REMAINING ORIGINAL IMAGE 

WITH ADDED WATERMARK SYMBOL. 

 

VI. WATERMARK REMOVAL AND 

ORIGINAL IMAGE RECOVERY 

During recovery, we do not need the original 

watermark pattern, but some side information to 

help the decoder. The side information includes 

the secret key, the spatial position of the ROI in 

the host image, watermark pattern size. First, we 

extract the embedded binary sequence from the 

area outside the ROI of the image to obtain the 

watermarked image Iw. Second, using the secret 

key, we produce the same {0, 1} sequence in the 

embedding process and perform bitwise 

Exclusive-OR operation on the key-controlled 

binary sequence and the extracted binary 

sequence. Third, the encoded payload De is 

attained after applying decompression to the 

decrypted data, and furthermore, by decoding De 

we reconstruct the original reconstruction packet 

and the original watermark pattern W (see 

Section II-C). Fourth, we apply the pixel 

prediction technique as utilized during 

embedding to the watermarked image Iw so as to 

generate a roughly estimated version of the 

original host image I. Note that in the estimation 

process, the watermark W constructed earlier is 

required to indicate which pixels in the marked 

image have been watermarked. This  information 

helps the decoder know which pixels need to be 

estimated. Fifth, according to the estimated 

image, we calculate the estimated scaling factor, 

and furthermore, obtain the approximate version 

Ia of the original image I after plugging αn into 

and to remove W from Iw. Based on the original 

pixels within ROI of the host image I can be 

recovered via pixel-to-pixel addition of the 

reconstruction packet D and the ROI of the 

approximate image I a: that is, IROI = Ia ROI + 

D. Finally, we losslessly retrieve the host image I 

by replacing the pixels in ROI of the 

watermarked image Iw with corresponding 

values in IROI. 
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FIG. OVERVIEW OF WATERMARK REMOVAL 

FLOWCHART DIAGRAM 

 

 

FIG. PASSWORD AUTHENTICATION FLOWCHART 

DIAGRAM 

 

FIG. FINAL IMAGE GENERATION FLOWCHART 

DIAGRAM 

 

VII. SCREEN SHOTS 
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VII. CONCLUSION 

 

HERE, I AM WORKING ON HOW TO APPLY AN IMAGE 

WATERMARK IN AN ORIGINAL IMAGE & REMOVE IT 

PROPERLY. WITHOUT APPLYING ANY EXTERNAL 

RECOVERY PACKET FORM AN OUTSIDE WORLD . I AM 

EMBEDDING A PACKET INSIDE IN AN ORIGINAL IMAGE. 

ALSO ASSIGN A SECURITY TO GIVING PASSWORD. 
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